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COURSE DESCRIPTION 

This course is the second part of a four part curriculum leading to CISCO Certified Network Associate (CCNA) certification.  The content of this course is based on current requirements from the CISCO Networking Academy certification standards.
CREDIT HOURS 
Theory

3 credit hours

Lab


0 credit hour

Total


3 credit hours

NOTE: Theory credit hours are a 1:1 contact to credit ratio.  Colleges may schedule lab hours as manipulative (3:1 contact to credit hour ratio) or experimental (2:1 contact to credit hour ratio).

PREREQUISITE COURSES 
Determined by college unless stated otherwise 

CO-REQUISITE COURSES 
Determined by college unless stated otherwise.

INSTRUCTIONAL NOTE:  Competencies and objectives for this module are based on the CISCO Networking Academy program instructor’s manual. 
INDUSTRY/PROFESSIONAL COMPETENCIES
· Explain WANs.
· Explain the physical layer components of routers.
· Describe the operating system of a router.
· Start a router.
· Configure routers.
· Finish router configuration.
· Discover and connect to network neighbors, and get information about remote devices.
· Perform a router boot sequence and verification.
· Manage the CISCO file system.
· Configure static and default routes.

· Explain dynamic routing.

· Enable a router with various routing protocols.

· Explain complex concepts related to distance vector routing.
· Configure Routing Information Protocol (RIP).
· Configure Interior Gateway routing protocol (IGRP)
· Configure static and default routes.

· Explain dynamic routing.
· Enable a router with various routing protocols.

· Explain complex concepts related to distance vector routing.
· Configure Routing Information Protocol (RIP)
· Configure Interior Gateway routing protocol (IGRP).  
· Describe the operation of the Internet Control Message Protocol (ICMP) and identify the reasons, types, and format of associated error and control messages. 

· Examine and interpret contents of a routing table.

· Test networks.

· Troubleshoot routers.

· Explain TCP operation.
· Explain transport layer ports.
· Explain the use of ACLs.  
· Create and apply named ACLs.  
GENERAL INSTRUCTIONAL OBJECTIVES  

The cognitive objective for this course is for each student to comprehend foundational knowledge of network routing processes.

The performance objective of this course is for each student to apply foundational knowledge of network routing.

There are no affective objectives associated with this course.
PROFESSIONAL COMPETENCIES/OBJECTIVES
Unless otherwise indicated, evaluation of student’s attainment of cognitive and performance objectives is based on knowledge gained from this course.  During performance evaluations, students will be provided necessary tools, equipment, materials, specifications, and any other resources necessary to accomplish the task.  Specifications may be in the form of, but not limited to, certification agencies, national and state codes, health care facility policies, locally developed lab/clinical assignments, or any combination of specifications.

	MODULE A – WANs AND ROUTERS

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	A1.0
Explain WANs. (c)
	A1.1
This competency is measured cognitively.

	A2.0
Explain the physical layer components of routers. (3c)
	A2.1
Properly connect Ethernet, serial WAN, and console ports.

	ENABLING OBJECTIVES
	KSA

Indicator

	A1.1.1
Define terms associated with WANs and routers.

A1.1.1
Identify organizations responsible for WAN standards. 

A1.1.2
Explain the difference between a WAN and LAN and the type of standards and protocols each uses.
A1.1.3
Describe the role of a router in a WAN. 
	A
B

c

	A2.1.1
Identify internal components of the router and describe their functions.
A2.1.2
Describe the physical characteristics of the router. 

A2.1.3
Identify LAN and management ports on a router. 
	a
B

c


	MODULE B – INTRODUCTION TO ROUTERS

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	B1.0
Describe the operating system of a router. (c)
	B1.1
This competency is measured cognitively.

	B2.0
Start a router. (3c)
	B2.1
Establish communication between a terminal device and a router IOS.

	ENABLING OBJECTIVES
	KSA

Indicator

	B1.1
Describe the purpose of the IOS. 

B1.2
Describe the basic operation of the IOS. 

B1.3
Identify various IOS features.

B1.4
Identify the methods to establish a command-line interface (CLI) session with the router.
	a
c

c

c

	B2.1
Describe the process for alternating between the user executive (EXEC) and privileged EXEC modes.

B2.2
Describe the process for establishing a HyperTerminal session on a router.

B2.3
Describe how to log into a router.

B2.4
Explain the use of help feature in the command line interface. 

B2.5
Describe troubleshooting command errors.
	b
b

b

b

c


	MODULE C – CONFIGURING A ROUTER

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	C1.0
Configure routers. (3c)
	C1.1
Perform initial configuration of a router.

	C2.0
Finish router configuration. (3c)
	C2.1
Save and test the initial configuration of a router.

	ENABLING OBJECTIVES
	KSA

Indicator

	C1.1.1
Explain the process for naming a router. 

C1.1.2
Explain the process for setting passwords. 

C1.1.3
Describe the process for examining show commands. 

C1.1.4
Describe configuring a serial interface. 

C1.1.5
Describe configuring an Ethernet interface. 
	b
c

c

c

c

	C2.1.1
Explain how to execute changes to a router. 

C2.1.2
Explain how to save changes to a router 

C2.1.3
Describe configuring an interface description 

C2.1.4
Describe configuring a message-of-the-day banner 

C2.1.5
Describe configuring host tables 

C2.1.6
Explain the importance of backups and documentation 
	c
c

c

c

c

c


	MODULE D – LEARNING ABOUT OTHER DEVICES

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	D1.0
Discover and connect to network neighbors, and get information about remote devices. (3c)
	D1.1
Use imbedded data-link layer functionality to perform network neighbor discovery and analysis from the router console.

D1.2
Use embedded layer 3 through layer 7 protocols to establish, test, suspend, or disconnect connectivity to remote devices from the router console.

	ENABLING OBJECTIVES
	KSA

Indicator

	D1.1.1
Explain the process to enable and disable Cisco Proprietary Protocol (CDP).
D1.1.2
Describe how to use the show CDP neighbors command. 

D1.1.3
Explain the process to determine which neighbor devices are connected to each local interface 

D1.1.4
Describe how to gather network address information about neighbor devices that use CDP 
	b
b

b

b



	D1.2.1
Describe how to establish a Telnet connection 

D1.2.2
Describe how to verify a Telnet connection 

D1.2.3
Describe how to disconnect from a Telnet session 

D1.2.4
Describe how to suspend a Telnet session 

D1.2.5
Explain how to perform alternative connectivity tests 

D1.2.6
Explain how to troubleshoot remote terminal connections 
	b
c

b

b

b

c


	MODULE E – MANAGING CISCO IOS SOFTWARE

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	E1.0
Perform a router boot sequence and verification. (3c)
	E1.1
Identify the stages of the router boot-up sequence and show how the configuration register and boot system commands modify that sequence

	E2.0
Manage the CISCO file system. (3c)
	E2.1
Manage system image and device configuration files

	ENABLING OBJECTIVES
	KSA

Indicator

	E1.1.1
Identify the stages of the router boot sequence.
E1.1.2
Describe how to determine how a Cisco device locates and loads the Cisco IOS. 

E1.1.3
Explain how to use the boot system command. 

E1.1.4
Explain how to identify the configuration register values.
	b
b

c

b

	E2.1.1
Describe the files used by the Cisco IOS and their functions. 

E2.1.2
List the locations of the different file types on a router. 

E2.1.3
Describe the parts of the IOS name. 

E2.1.4
Explain how to use TFTP and copy-and-paste to save and restore configuration files 

E2.1.5
Explain how to use TFTP to load an IOS image 

E2.1.6
Explain how to use XModem to load an IOS image 

E2.1.7
Explain how to use show commands to verify the file system 
	c
a

a

b

b

b

c


	MODULE F – ROUTING AND ROUTING PROTOCOLS

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	F1.0
Configure static and default routes. (3c)
	F1.1
Identify, configure, verify, and troubleshoot static and default routes.

	F2.0
Explain dynamic routing. (c)
	F2.1
This competency is measured cognitively.

	F3.0
Enable a router with various routing protocols. (3c)
	F3.1
Enable a simple distance vector routing protocol.

	ENABLING OBJECTIVES
	KSA

Indicator

	F1.1.1
Explain the significance of static routing. 

F1.1.2
Describe the process of configuring static and default routes. 

F1.1.3
Explain the process of verifying and troubleshooting static and default routes.
	c
b

c

	F2.1.1
Identify the classes of routing protocols. 

F2.1.2
Identify distance vector routing protocols. 

F2.1.3
Identify link-state routing protocols. 
F2.1.4
Describe the basic characteristics of common routing protocols. 

F2.1.5
Evaluate the characteristics of common routing protocols.
	a
a
a
c

c

	F3.1.2
Identify interior gateway protocols. 

F3.1.3
Identify exterior gateway protocols. 

F3.1.4
Explain the process of enabling Routing Information Protocol (RIP) on a router.
	b
b

b

c


	MODULE G – DISTANCE VECTOR ROUTING PROTOCOLS

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	G1.0
Explain complex concepts related to distance vector routing. (c)
	G1.1
This competency is measured cognitively.

	G2.0
Configure Routing Information Protocol (RIP). (3c)
	G2.1
Configure, verify, analyze, and troubleshoot RIP.

	G3.0
Configure Interior Gateway routing protocol (IGRP).  (3c)
	G3.1
Configure, verify, and troubleshoot IGRP.

	ENABLING OBJECTIVES
	KSA

Indicator

	G1.1.1
Describe how routing loops can occur in distance vector routing

G1.1.2
Describe several methods used by distance vector routing protocols to ensure that routing information is accurate
	c
c

	G2.1.1
Describe the process of configure RIP

G2.1.2
Explain the use the IP classless command

G2.1.3
Explain the process of configuring RIP.
	c

c

c

	G3.1.1
Explain the process of configuring IGRP.
	c


	MODULE H – TCP/IP SUITE ERROR AND CONTROL MESSAGES

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	H1.0
Describe the operation of the Internet Control Message Protocol (ICMP) and identify the reasons, types, and format of associated error and control messages.  (B)
	H1.1
This competency is measured cognitively.

	ENABLING OBJECTIVES
	KSA

Indicator

	H1.1.1
Describe ICMP 

H1.1.2
Describe ICMP message format 

H1.1.3
Identify ICMP error message types 

H1.1.4
Identify potential causes of specific ICMP error messages 

H1.1.5
Describe ICMP control messages 

H1.1.6
Identify a variety of ICMP control messages used in networks 

H1.1.7
Determine the causes for ICMP control messages 
	B

B

A

B

B

B

c


	MODULE I – BASIC ROUTER TROUBLESHOOTING

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	I1.0
Examine and interpret contents of a routing table. (c)
	I1.1
This competency is measured cognitively.

	I2.0
Test networks. (3c)
	I2.1
Use commands incorporated within IOS to analyze and rectify network problems

	I3.0
Troubleshoot routers. (3c)
	I3.1
Perform basic troubleshooting using IOS commands.

	ENABLING OBJECTIVES
	KSA

Indicator

	I1.1.1
Explain the use of the Show IP Route command.

I1.1.2
Explain how a router uses both Layer 2 and Layer 3 addressing to move data through the network.
	c
c

	I2.1.1
Explain the process of configuring a default route or default network.

I2.1.2
Explain the use of the ping command.

I2.1.3
Explain the use of the telnet command.
I2.1.4
Explain the use of the show interfaces command.
I2.1.5
Explain the use of the show IP route and show IP protocol commands.
	c
c

c

c

c



	I3.1.1
Explain the show cdp command. 

I3.1.2
Explain the use of the traceroute command. 

I3.1.3
Explain the use of the show controllers serial command. 

I3.1.4
Explain the use of the basic debug commands to monitor router activity. 
	c
c

c

c


	MODULE J – INTERMEDIATE TPC/IP

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	J1.0
Explain TCP operation.  (c)
	J1.1
This competency is measured cognitively.

	J2.0
Explain transport layer ports. (c)
	J2.1
This competency is measured cognitively.

	ENABLING OBJECTIVES
	KSA

Indicator

	J1.1.1
Describe TCP and its functions. 

J1.1.2
Describe TCP synchronization and flow control. 

J1.1.3
Describe UDP operation and processes.
	c
c

c

	J2.1.1
Identify common port numbers. 

J2.1.2
Describe multiple conversations between hosts. 

J2.1.3
Identify ports used for services and clients. 

J2.1.4
Describe port numbering and well known ports. 

J2.1.5
Explain the differences and the relationship between MAC addresses, IP addresses, and port numbers.
	B
c

c

c

c


	MODULE K – ACCESS CONTROL LISTS (ACLs)

	PROFESSIONAL COMPETENCIES
	PERFORMANCE OBJECTIVES

	K1.0
Explain the use of ACLs.  (c)
	K1.1
This competency is measured cognitively.

	K2.0
Create and apply named ACLs.  (3c)
	K2.1
Analyze, configure, implement, verify, and rectify access control lists within a router configuration.

	ENABLING OBJECTIVES
	KSA

Indicator

	K1.1.1
Identify the application of packet control through the use of various access control lists. 
K1.1.2
Describe the differences between standard and extended ACLs.
K1.1.3
Explain the rules for placement of ACLs.
	c

c

	K2.1.1
Describe the function of firewalls.
K2.1.2
Explain the use of ACLs to restrict virtual terminal access.
	c

c


COURSE CONTENT OUTLINE
MODULE A – WANs AND ROUTERS
· WANS

· Introduction to WANs

· Router LANs and WANs

· Role of routers in a WAN

· Academy approach to hands-on labs

· Routers
· Introduction to WANs

· Router physical characteristics

· Router external connections

· Management port connections

· Console port connections

· Connecting router LAN interfaces

· Connecting WAN interfaces

MODULE B – INTRODUCTION TO ROUTERS
· Operating Cisco IOS Software
· The purpose of Cisco IOS software
· Router user interface 

· Router user interface modes

· Cisco IOS software features

· Operation of Cisco IOS software

· Starting a Router

· Initial startup of Cisco routers

· Router LED indicators

· The initial router bootup

· Establish a console session

· Router login

· Keyboard help in the router CLI

· Enhanced editing commands

· Router command history

· Troubleshooting command line errors

· The show version command
MODULE C – CONFIGURING A ROUTER

· Configure a Router
· CLI command modes

· [image: image1.png]


Configuring a router name

· Configuring router passwords

· Examining the show commands

· Configuring a serial interface

· Making configuration changes

· Configuring an Ethernet interface

· Finishing the Configuration
· Importance of configuration standards

· [image: image2.png]


Interface descriptions

· Configuring an interface description

· Login banners

· Configuring message-of-the-day (MOTD)

· Host name resolution

· Configuring host tables

· Configuration backup and documentation

· Backing up configuration files

MODULE D – LEARNING ABOUT OTHER DEVICES

· Discovering and Connecting to Neighbors
· Introduction to CDP

· [image: image3.png]


Information obtained with CDP

· Implementation, monitoring, and maintenance of CDP

· Creating a network map of the environment

· Disabling CDP

· Troubleshooting CDP

· Getting Information about Remote Devices
· Telnet

· [image: image4.png]


Establishing and verifying a Telnet connection

· Disconnecting and suspending Telnet sessions

· Advanced Telnet operation

· Alternative connectivity tests

· Troubleshooting IP addressing issues

MODULE E – MANAGING CISCO IOS SOFTWARE

· Router Boot Sequence and Verification
· Stages of the router power-on boot sequence

· [image: image5.png]


How a Cisco device locates and loads IOS

· Using the boot system command

· Configuration register

· Troubleshooting IOS boot failure

· Managing the Cisco File System
· IOS file system overview

· [image: image6.png]


The IOS naming convention

· Managing configuration files using TFTP

· Managing configuration files using copy and paste

· Managing IOS images using TFTP

· Managing IOS images using Xmodem

· Environment variables

· File system verification

MODULE F – ROUTING AND ROUTING PROTOCOLS

· Introduction to Static Routing
· Introduction to routing

· [image: image7.png]


Static route operation

· Configuring static routes

· Configuring default route forwarding

· Verifying static route configuration

· Troubleshooting static route configuration

· Dynamic Routing Overview
· Introduction to routing protocols

· [image: image8.png]


Autonomous systems

· Purpose of a routing protocol and autonomous systems

· Identifying the classes of routing protocols

· Distance vector routing protocol features

· Link-state routing protocol features

· Routing Protocols Overview
· Path determination

· [image: image9.png]


Routing configuration

· Routing protocols

· IGP versus EGP

MODULE G – DISTANCE VECTOR ROUTING PROTOCOLS

· Distance Vector Routing
· Distance vector routing updates

· [image: image10.png]


Distance vector routing loop issues

· Defining a maximum count

· Elimination routing loops through split-horizon

· Route poisoning

· Avoiding routing loops with triggered updates

· Preventing routing loops with holddown timers

· RIP

· RIP routing process

· [image: image11.png]


Configuring RIP

· Using the ip classless command

· Common RIP configuration issues

· Verifying RIP configuration

· Troubleshooting RIP update issues

· Preventing routing updates through an interface

· Load balancing with RIP

· Load balancing across multiple paths

· Integrating static routes with RIP

· IGRP
· IGRP features

· [image: image12.png]


IGRP metrics

· IGRP routes

· IGRP stability features

· Configuring IGRP

· Migrating RIP to IGRP

· Verifying IGRP configuration

· Troubleshooting IGRP

MODULE H – TCP/IP SUITE ERROR AND CONTROL MESSAGES

· Overview of TCP/IP Error Message
· ICMP

· Error reporting and error correction

· ICMP message delivery

· Unreachable networks

· Use ping to test destination reachability

· Detecting excessively long routes

· Echo messages

· Destination unreachable message

· Miscellaneous error reporting

· TCP/IP Suite Control Messages
· Introduction to control messages

· [image: image13.png]


ICMP redirect/change requests

· Clock synchronization and transit time estimation

· Information requests and reply message formats

· Address mask requests

· Router discovery message

· Router solicitation message

· Congestion and flow control messages

MODULE I – BASIC ROUTER TROUBLESHOOTING

· Examining the Routing Table
· The show ip route command

· [image: image14.png]


Determining the gateway of last resort

· Determining route source and destination

· Determining L2 and L3 addresses

· Determining the route administrative distance

· Determining the route metric

· Determining the route next hop

· Determining the last routing update

· Observing multiple paths to destination

· Network Testing

· Introduction to network testing

· [image: image15.png]


Using a structured approach to troubleshooting

· Testing by OSI layers

· Layer 1 troubleshooting using indicators

· Layer 3 troubleshooting using ping

· Layer 7 troubleshooting using Telnet

· Troubleshooting Router Issues Overview
· Troubleshooting Layer 1 using show interfaces

· [image: image16.png]


Troubleshooting Layer 2 using show interfaces

· Troubleshooting using show cdp
· Troubleshooting using traceroute

· Troubleshooting routing issues

· Troubleshooting using show controllers

· Introduction to debug

MODULE J – INTERMEDIATE TPC/IP

· TCP Operation
· TCP operation

· [image: image17.png]


Synchronization or three-way handshake

· Denial of service attacks

· Windowing and window size

· Sequencing numbers

· Positive acknowledgments

· UDP operation

· Overview of Transport Layer Ports
· Multiple conversations between hosts

· [image: image18.png]


Ports for services

· Ports for clients

· Port numbering and well-known port numbers

· Example of multiple sessions between hosts

· Comparison of MAC addresses, IP addresses, and port numbers

[image: image19.png]



MODULE K – ACCESS CONTROL LISTS (ACLs)

· Access Control List Fundamentals

· Introduction to ACLs

· [image: image20.png]


How ACLs work

· Creating ACLs

· The function of a wildcard mask

· Verifying ACLs

· Access Control Lists (ACLs)

· Standard ACLs

· [image: image21.png]


Extended ACLs

· Named ACLs

· Placing ACLs

· Firewalls

· Restricting virtual terminal access
RECOMMENDED METHODS of EVALUATION: The tables of specifications below identify the number of cognitive (knowledge) enabling objectives, psychomotor (performance) objectives, and affective (attitudinal) objectives per module.  Instructors should develop sufficient numbers of evaluation items to ensure complete coverage of each cognitive and/or psychomotor objective identified in each module.  For cognitive objectives, use appropriate written test type based on the complexity indicator for each objective.  Create comprehensive, checklist evaluations for each psychomotor objective. 
Facts/Nomenclature (A/a):  Multiple Choice, Fill-in, List, Matching, Alternative Response (true/false or yes/no) 

Principles/Procedures (B/b):  Multiple Choice, Fill-in, List, Short Answer

Analysis/Operating Principles (C/c):  Multiple Choice, Short Answer, Essay

Evaluation/Complete Theory (D/d): Multiple Choice, Short Answer, Essay

	ENABLING OBJECTIVES TABLE OF SPECIFICATIONS

	
	Cognitive Domain

	
	Facts/ Nomenclature
	Principles/ Procedures
	Analysis/ Operating Principles
	Evaluation/ Complete Theory
	Total

	Module A
	2
	2
	2
	-
	6

	Module B
	1
	4
	4
	-
	9

	Module C
	-
	1
	10
	-
	11

	Module D
	-
	8
	2
	-
	10

	Module E
	2
	6
	3
	-
	11

	Module F
	3
	4
	5
	-
	12

	Module G
	-
	-
	6
	-
	6

	Module H
	1
	5
	1
	-
	7

	Module I
	-
	-
	11
	-
	11

	Module J
	-
	1
	7
	-
	8

	Module K
	-
	-
	4
	-
	4

	Total
	9
	31
	55
	0
	95


	PERFORMANCE OBJECTIVES Table of Specifications

	
	Psychomotor Domain

	
	Limited Proficiency
	Partially Proficient
	Proficient
	Highly Proficient
	Total

	Module A
	-
	-
	1
	-
	1

	Module B
	-
	-
	1
	-
	1

	Module C
	-
	-
	1
	-
	1

	Module D
	-
	-
	2
	-
	2

	Module E
	-
	-
	2
	-
	2

	Module F
	-
	-
	2
	-
	2

	Module G
	-
	-
	2
	-
	2

	Module H
	-
	-
	-
	-
	0

	Module I
	-
	-
	2
	-
	2

	Module J
	-
	-
	-
	-
	0

	Module K
	-
	-
	1
	-
	1

	Total
	0
	0
	14
	0
	14

	AFFECTIVE OBJECTIVES Table of Specifications

	
	Affective Domain

	
	Receiving
	Responding
	Valuing
	Organization
	Characterization by Value
	Total

Objectives

	Module A
	-
	-
	-
	-
	-
	0

	Module B
	-
	-
	-
	-
	-
	0

	Module C
	-
	-
	-
	-
	-
	0

	Module D
	-
	-
	-
	-
	-
	0

	Module E
	-
	-
	-
	-
	-
	0

	Module F
	-
	-
	-
	-
	-
	0

	Module G
	-
	-
	-
	-
	-
	0

	Module H
	-
	-
	-
	-
	-
	0

	Module I
	-
	-
	-
	-
	-
	0

	Module J
	-
	-
	-
	-
	-
	0

	Module K
	-
	-
	-
	-
	-
	0

	Total
	0
	0
	0
	0
	0
	0


	Knowledge, Skills, and Attitudes (KSA) Indicators

	
	Value
	Key Word(s)
	Definition

	Performance 
Ability 
	4
	Highly 

Proficient
	Performs competency quickly and accurately.  Instructs others how to do the competency. 

	
	3
	Proficient
	Performs all parts of the competency.  Needs only a spot check of completed work.

	
	2
	Partially

 Proficient
	Performs most parts of the competency.  Needs help only on hardest parts. 

	
	1
	Limited Proficiency
	Performs simple parts of the competency.  Needs to be told or shown how to do most of the competency. 

	Knowledge of Skills
	d
	Complete

Theory
	Predicts, isolates, and resolves problems about the competency.

	
	c
	Operating Principles
	Identifies why and when the competency must be done and why each step is needed.

	
	b
	Procedures
	Determines step-by-step procedures for doing the competency.

	
	a
	Nomenclature
	Names parts, tools, and simple facts about the competency.

	Knowledge
	D
	Evaluation
	Evaluates conditions and makes proper decisions about the subject.

	
	C
	Analysis
	Analyzes facts and principles and draws conclusions about the subject.

	
	B
	Principles
	Identifies relationship of basic facts and states general principles about the subject.

	
	A
	Facts
	Identifies basic facts and terms about the subject.

	Affective
	*5
	Characterization by Value
	Acting consistently with the new value

	
	*4
	Organization
	Integrating a new value into one's general set of values, giving it some ranking among one's general priorities

	
	*3
	Valuing
	Showing some definite involvement or commitment

	
	*2
	Responding
	Showing some new behaviors as a result of experience

	
	*1
	Receiving
	Being aware of or attending to something in the environment

	Alpha Scale Values - Any item with an upper case letter (A, B, C, D) by itself is taught as general information on a topic.  This information may be related to the competency or encompass multiple competencies.  Examples might include mathematical computations or knowledge of principles such as Ohm’s Law.

A lower case letter indicates a level of ”Knowledge of Skills."  Individuals are taught information pertaining to performing a competency .  These may be indicated alone or in conjunction with a numerical scale value.  A lower case letter by itself indicates the individual is not required to perform the task-just know about the task.  (example: Can state or explain procedures for doing a task).

Numerical Scale Values - The numbers reflect the levels the individual will be able to perform a competency. Number values are always accompanied by lower case letters (i.e. 1a, 2b, 3c...etc.) in order to specify the level of knowledge of skills associated with the competency.   

Example:  An individual with a competency with a scale indicator of 3b has received training of knowledge of skills whereby he or she can determine the correct procedures and perform with limited supervision; only requiring evaluation of the finished product or procedure.

Asterisk items indicate desired affective domain levels and are used to indicate the desired level for a given competency.   They may be used independently or with other indicators (i.e.   1a-*1, 2c-*3).  If used with another indicator, separate with a hyphen.

NOTE:  Codes indicate terminal values.
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